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EMISIA considers as its main purpose the security of its own- and third-party data that is affected and 

involved in its projects and services. Thus, the Management of EMISIA, with the current policy, is committed 

to: 

• Implement the appropriate specific policies, procedures, and controls in the context of an 

Information Security Management System (ISMS) to ensure the confidentiality, integrity, and 

availability of information, that belong to the company, or third parties involved and directly or 

indirectly affected by the activities and services of the Company. 

• Dispose all the necessary means, tools, and resources for the effective implementation of the 

Information Security Management System by the whole company's personnel with defined roles 

and responsibilities, with appropriate training and awareness. 

• Improve, on a continuous basis, the security levels through effective risk management that includes 

analysis of the internal and external company's environment, identification, search, assessment, 

and risk treatment, as well as review and continuous evaluation.  

• Satisfy and implement uninterruptedly the legal and regulative requirements governing the 

company's function and its activities. 

• Fulfill and implement all necessary policies, procedures, plans and security controls that ensure the 

company's business continuity. 

Aiming on the continuously and dynamically improvement of the security levels, EMISIA implements the 

appropriate framework through specific mechanisms to define the security targets, as well as the 

appropriate actions and decisions to achieve them and finally the monitoring and reviewing of their 

completion and achievement. 

The implementation of this policy is a basic requirement and priority for all EMISIA’s personnel, executives, 

and management, as well as for all cooperating and third parties involved. The disclosure of this policy and 

notification to all stakeholders is a responsibility of the Management of EMISIA. 

This policy is a controlled document of the ISMS according to the date of issue and approval and shall be 

subject to the requirements of the same system’s-controlled documents. 
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